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Abstract— Wireless Multimedia Sensor Network (WMSN) is a collection of multimedia sensors embedded with CMOS cameras and Microphones which are wirelessly interconnected devices that are able to retrieve multimedia content such as video and audio streams, still images and scalar sensor data from the environment. To capture the image, video Wireless Multimedia Sensor nodes (WMSn) are to be deployed. Routing in Wireless Sensor Network is an important issue since WMS nodes that senses the data need to be communicated to the base station. The key issues in design of routing protocol in the WMSN are energy efficiency, adaptive routing, multimedia packet scheduling, Quality of service (QOS), security. The design of more efficient protocols in terms of energy awareness, video packet scheduling and QOS in terms of check point arrangement and security is still remains a challenge. In wireless multimedia sensor network which is power aware, reliable and has low latency in delivering the sensing data from source or sink node to the destination node. The new proposed architecture called ASARSC: ACTUATION SENSOR ADAPTIVE ROUTING WITH SECURITY AND CHECK POINT. ASARSC provides actuation of sensor on demand basis and selection of path for communication between any two nodes such as sensor or relay node without video distortion and provide security. It enhances the lifetime of the network and also it supports security and QOS.
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I. INTRODUCTION

A Wireless Multimedia Sensor Network (WMSN) is a collection of spatially deployed wireless sensors to cooperatively monitor various changes of environmental conditions (e.g., forest fire, air pollutant concentration, and object moving) in a collaborative manner without relying on any underlying infrastructure support architectures in order to effectively deploy. Due to a wide diversity of WMSN application requirements, however, a general-purpose WMSN design cannot fulfill the needs of all applications. Many network parameters such as sensing range, transmission range, and node density have to be carefully considered at the network design stage, according to specific applications. To achieve this, it is critical to capture the impacts of network parameters on network performance with respect to application specifications. Intrusion detection (i.e., object tracking) in a WMSN can be regarded as a monitoring system for detecting the intruder that is invading the network domain.

The Actuation Sensor Detection application concerns how fast the intruder can be detected by the WSN. If sensors are deployed with a high density so that the union of all sensing ranges covers the entire network area, the actuation can be immediately detected, once it approaches the network area. However, such a high-density deployment policy increases the network investment and may be even unaffordable for a large area. In fact, it is not necessary to deploy so many sensors to cover the entire WMS area in many applications, since a network with small and scattered void areas will also be able to detect a moving Actuation within a certain Particular area (vicinity). In this case, the application can specify required vicinity within which the actuation should be detected. Many applications need mechanism to deliver multimedia content with a certain level of QOS. Managing real time data requires both energy efficiency and QOS assurance in order.

II. OVERVIEW OF EXISTING SYSTEM

In existing WMSN Algorithms, there is no actuating the Multimedia sensors in on demand basis and keeping the sink as separate node leads to the problem of security. Rear, frame based, content aware retrieval scheduling are used. Filtering techniques are not used to remove the optimum pattern of packets/frames and no check point arrangements for comparing the quality of the original sensed images.

Related Work

In paper [1] Ian F. Akyildiz , Tommaso Melodia and Kaushik R. Chowdhury discuss an algorithms ,protocols and hardware for the development of WMSN, and open research issues related to processing and compression of multimedia data for increased network
lifetime and QoS provisioning which is required for multimedia data and issues at the application, transport, network, link and physical layers of the communication stack along with possible cross layer synergies and optimization.

In paper [3] the author Akkaya, M. Younis, proposed an energy-aware QoS routing protocol for sensor networks which can also run efficiently with best-effort traffic. The protocol finds a least-cost, delay-constrained path for real-time data in terms of link cost that captures nodes’ energy reserve, transmission energy, error rate and other communication parameters.

In Paper [4] the authors Dionisis Kandris_, Michail Tsagkaropoulos, Ilias Politis, Anthony Tzes and Stavros Kotsopoulos propose the combined use of an energy aware hierarchical routing protocol with an intelligent video packet scheduling algorithm. The adopted routing protocol selects the most energy efficient routing paths, manages the network load according to the energy residues of the nodes and prevents redundant data transmissions.

In paper[5] the author Paul J. Darby and Nian-Feng Tzeng, Implications for resource scheduling, checkpoint interval control, and application QoS level negotiation. It fills a novel niche component of the ever developing field of MoG middleware, by proposing and demonstrating how QoS-aware functionality can be practically and efficiently added.

**REAR algorithm**

A Ring-based Energy Aware Routing (REAR) algorithm for wireless sensor networks which can achieve both energy balancing and energy efficiency for all sensor nodes. The Disadvantages of REAR Algorithm is, given the source to sink node distance, the multi-hop number and corresponding individual distance can be determined so that all sensor nodes can consume energy at a similar rate.

**Packet scheduling Algorithm for videos by frame based scheduling**

Based on the deadline threshold, the sender schedules video packets in a different order from the original playback order.

A frame is composed of several video packets (VP) separated by resync-markers. Using data partitioning mode, a VP may be further separated into motion and texture fields by the motion marker. Frame sequence \{F_0, F_1, F_2, \ldots\} to be displayed at frame rate of 1 frame per second. If the receiver starts to display the first frame F_0 at time t = 0, then the n-th frame, F_n, is expected to be displayed at its deadline, i.e., at t = n/f. If a VP is not available at its expected display time at the receiver, it misses its deadline, and the receiver applies error concealment by copying corresponding macro blocks from the previous frame.

**Limitations in Legacy Video packet scheduling**

A scheduling algorithm based on unequal deadline threshold for wireless video streaming. First, the proposed video packet scheduling algorithm is efficient in achieving unequal loss rate between VPs with different importance. This efficiency is shown in terms of PSNR. From a subjective point of view, the scheduling results in improvement in video quality with less overall distortion as well as more evenly distributed temporal distortion. Second, the motion-texture discrimination is more efficient for large motion clips and small quantization step, i.e., large size of texture

**Video scheduling by Content aware retrieval based on motion texture**

Video transport over wireless networks usually requires retransmissions to successfully send the video data to the receiver in case of packet loss, leading to increased delay time for the data to arrive at the receiver side. Delay constraint is, however, one of the most important requirements in real-time applications. A video packet arriving later than the presentation time will become useless for the client, making packet scheduling important in retransmission-based error control for wireless video streaming. The limitation is, video packets scheduling are delaying due to the CA-RLA scheme analyzes the back-off time for each retry.

III. PROPOSED SYSTEM

QoS routing problems are audio, video quality, network delay, network coverage, service duration and common characteristics between WSN, WMSN are self-organizing, multi hop routing, large scope, limited resource, energy consume sensitivity. WMSN have the following requirements:

- Great energy, to condensate coding of images and disposal of videos and information, Real time performance and network through put to adapt different application requirements.

Details with respect to QoS requirements are data of real time, loss tolerance of multimedia flow, data of non-real time, loss of tolerance of multimedia stream, High reliable data flow.

In the case of video packets Security, Reliability and Quality constraints likes quality of service and video’s clarity to be considered.

**Focus on Data Transfer**

In data transfer frame based data scheduling is used to data transfer which is nothing but, the whole amount of video is divided by various amounts of frames after encryption. After that this frames are forwarded to the nearest neighbor node in the nearest cluster while the nearest neighbor cluster must be provide the acknowledgement (ACK) that is feedback of the frame transfer it may be positive or negative (ACK or NACK).
Classification and characteristics

1. Actuation algorithm.
4. Check Point arrangement in Sensor Cluster.
5. Security for video frames

IV. SYSTEM DEVELOPMENT

The proposed system has going to develop the simulation concept of “Actuation of Sensor in wireless Multimedia Networks”. The simulation work or the architecture (ASARSC) can be explained by the software “Java Swing”.

The proposed system has been expand the following phases or modules
1. Actuation algorithm.
4. Check Point arrangement in Sensor Cluster.
5. Security for video frames

By using actuation algorithm the event is maximized with least amount of redundancy. Once an event is detected with multimedia sensors, the sensors in the vicinity can be actuated to capture an image or video of the event until the event ends. There are FIVE phases to support ASARSC protocol.

A. Actuation Algorithm

Actuating the sensors on demand basis can be done by how many and which WMS node to be actuated. To get adequate coverage of the event, it is better to actuate the entire WMS node within the vicinity of the event. This may cause a lot of coverage overlaps among WMS nodes. Then it transmits redundant multimedia data. Processing and transmitting such redundant data over possibly multiple hops to the base station will unnecessarily increase the energy consumption of the whole network. Therefore, a mechanism is needed to determine which WMS node is to be actuated in order to minimize the amount of redundant multimedia data.

While maximizing the image/video coverage it is important not to miss any part of the occurring events, such coverage should be provided with least number of WMS node so that the overlaps among them can be reduced, at the same time battery power of other sensor node in the vicinity. Due to high energy cost of transferring multimedia data, data elimination is essential in order to improve the lifetime of the network.

B. Adaptive Routing Protocol

The route discovery includes the transmission from source, to sinks node, relay node, or sense node. Next Hop Discovery message routing in Distributed network environment of sensor node can be established by THREE stages

Distributive Cluster Arrangement:

In the cluster of node, to avoid more loading given to WMSn, WSn only used as source node, relay or sink. WSn only used as source node, relay or sink, WSn may be in sense mode and relay mode. High power node is chosen to act in both the modes. Otherwise it acts in either of the modes. In sense mode it senses the data in relay mode it acts merely as a relay route. In relay mode it acts merely as a relay route. In the relay mode the node is called sink or relay node. It acts in the relay mode when the request is given to it accordingly from the other nodes. The mode of the node is as sink or relay. For security purposes only that particular node knows if it is in the relay or sense mode. In relay hop it is identified by its ID.

Routing Discovery message transmission

- WMSn transmits Routing path discovery (RPD) to all next hop neighbors in the cluster, Cg, is the set of all one hop neighbors. The node can directly communicate with the nodes that are listed in the set without using relay nodes.
- Node receiving the RPD messages the node responses with its Id by SenseNodeID by...
C. **Video Packet scheduling**

In the source wireless sensor node (SWSn) each frame is coded into a number of video packets according to the size. Each video packet in the video stream is characterized by its importance in the overall video distortion. Source Sensor node decides which video packets will be optimally dropped in order to reduce its current transmission rate. The packets to be dropped are selected according to their impact to the overall video distortion. A combination of one or more video packets may be omitted prior to the video transmission.

Dropping video packet imposes a distortion that affects not only the current frame but all the correlated frames. By using the intelligence of the packet scheduling algorithm in the source sensor it implements distortion prediction model, which considers the correlation among the reference frames, thus it selects the optimum pattern of packets/frames to drop.

In transmission the sender calculates all the possible combinations of packets to drop and the respective distortion imposed by each combination. This process is neither time nor power consuming. Therefore the proposed packet scheduler allows the Source sensor node to determine combinations of packets to drop.

In transmission the sender calculated all the possible combinations of packets of to drop and the respective distortion imposed by each combination. This process is neither time nor power consuming. Therefore the proposed packet scheduler allows the Source sensor node to determine combinations of packets to drop.

D. **Check Point arrangement in sensor Cluster**

Due to intermittent wireless link loss, robust check pointing and recovery to support execution, minimizing execution rewind, and recovery rollback delay penalties are required. Sense of Grid (SoG) scheduler make decisions on selectively submitting job portions to node having superior check pointing arrangements in order to ensure successful completion by providing highly reliable check pointing, which increases the probability of successful recovery, minimizing rollback delay. Check pointing saves intermediate data and machine states periodically to reliable storage during the course of data transformation.

The packet format for Adaptive Routing in ASARSC

**Table 1 Packet Format for Routing**

<table>
<thead>
<tr>
<th>Source ID</th>
<th>Next Hop ID</th>
<th>Encrypted Multimedia Data</th>
<th>CHK PT</th>
</tr>
</thead>
<tbody>
<tr>
<td>001-SNID</td>
<td>010-SRID</td>
<td>100-SNID</td>
<td></td>
</tr>
<tr>
<td>3 Bit</td>
<td>3 Bit</td>
<td>32 Bit</td>
<td>20 Bit</td>
</tr>
</tbody>
</table>

E. **Security for video frames**

The video frames can covered with the secured envelope called Advanced Encryption Standard (AES). A symmetric block cipher that can process **video frames of 128 bits**, using cipher keys with lengths of **128, 192**, and **256 bits**. The **input** and **output** for the AES algorithm each consist of **sequences of 128 bits** (digits with values of 0 or 1). These sequences referred to as **blocks** and the number of bits they contain will be referred to as their length. The **Cipher Key** for the AES algorithm is a **sequence of 128, 192 or 256 bits**. The bits within such sequences will be numbered starting at zero and ending at one less than the sequence length (block length or key length). The number \( i \) attached to a bit is known as its index and will be in one of the ranges \( 0 \leq i < 128 \), \( 0 \leq i < 192 \) or \( 0 \leq i < 256 \) depending on the block length and key length.
Figure 3 The full pledged DFD diagram for the ASARC. Figure explain the area of Acutuation sensor, decision making of Wireless sensor based on the actuation algorithm. The distributive cluster arrangement defined how the clusters arranged by providing the rules based on ASARC. Routing discovery is nothing but the finding the path and establish a path between source node to nearest neighbor node.

V. SYSTEM IMPLEMENTATION

Sample screens are given as the system implementation.

Before data forward the data is to be encrypt

After the decryption

VI. PERFORMANCE ANALYSIS

Planning

- 20 Wireless Multimedia Sensor nodes (WMSN)
- 100 wireless sensor nodes (WSn)
- Randomly in the 300X300 monitoring area
- Video sensing of each WMSN be 10m
- Communication range of each WSN is 30m
2 units consumed by WMSN and 1 unit consumed by WSN while transmitting the data packets.

Figure 4 Average Energy Consumption

Figure 4 shows the comparison of energy consumption of the three architectures, such as M-IAR, REAR, and ASARSC. The ASARSC architecture has low rated energy consumption compared to others. Normally, energy consumption is greater compared to wired communication.


Figure 5 Packet scheduling of the node

Figure 5 shows the comparison of packet scheduling of the three architectures, such as M-IAR, REAR, and ASARSC. The ASARSC architecture has high and fair distance and high rated packet scheduling compared to others.

Figure 6 Reliability of ASARSC

Figure 6 shows the comparison of packet scheduling of the three architectures, such as M-IAR, REAR, and ASARSC. The ASARSC architecture has high and fair distance and high rated packet scheduling compared to others.

Figure 7 Overall Performance of ASARSC

Figure 7 shows the comparison of packet scheduling of the three architectures, such as M-IAR, REAR, and ASARSC. The ASARSC architecture has high and fair distance and high rated packet scheduling compared to others.

Table 2 comparison of algorithm

<table>
<thead>
<tr>
<th>Algorithm</th>
<th>Network Model</th>
<th>Queue Model</th>
<th>Time Complexity</th>
<th>Energy</th>
<th>Adaptive Routing</th>
<th>*MP Filter</th>
<th>Overhead</th>
<th>Sec</th>
<th>Qos</th>
</tr>
</thead>
<tbody>
<tr>
<td>M-IAR</td>
<td>Plane</td>
<td>Multi Path</td>
<td>Avg</td>
<td>High</td>
<td>High</td>
<td>Avg</td>
<td>Delay</td>
<td>Reliability</td>
<td></td>
</tr>
<tr>
<td>REAR</td>
<td>Plane</td>
<td></td>
<td>Avg</td>
<td>Avg</td>
<td>Low</td>
<td>Avg</td>
<td>Reliability</td>
<td></td>
<td></td>
</tr>
<tr>
<td>ASARSC</td>
<td>Cluster</td>
<td>Multi Path</td>
<td>Oth Veg e</td>
<td>High</td>
<td>High</td>
<td>Yes</td>
<td>Fail</td>
<td>Delay, Reliability, Soft Qos</td>
<td></td>
</tr>
</tbody>
</table>

COMM- Communication
FILTER- Multimedia Filtering
Sec-Security Qos-Quality of Service
VII. CONCLUSION

Conclusion

ACTUATION SENSOR ADAPTIVE ROUTING WITH SECURITY AND CHECK POINT (ASARSC), a hybrid scheme for efficient video communications over WMSNs that comprises actuation sensor, adaptive routing protocol based algorithm which ensures that only the nodes with the highest residual power and the paths with the minimum distance are used during the routing. It is enhanced by using Poisson model for finding the route among more than 500 nodes. Moreover, the proposed scheme utilizes an intelligent video packet scheduling algorithm which selectively drops non-significant packets prior to their transmission hence it improves the video transmission rate.

The nodes with highest residual power and the paths with the minimum distance are used during the routing. Identifiers can be provided for nodes based on ASARSC’s cluster arrangement. The implementation of encoding algorithm (RS) is used for the video packet scheduling. The resultant data can be verified through the check point arrangement. The quality of the image is compared by arranging check point between the clusters until it reaches the destination.

Limitations

Some packets are assumed to be non-significant packets and are selectively dropped prior to their transmission in an attempt to improve the video transmission rate. Need to track missing VP (video packets) through frequent neighboring nodes. In ASARC, the data forwarding can take more time compared to other wireless data routing algorithms. It cannot be used for the large type of applications, only used for less than 100 nodes.

Future Enhancement

It is enhanced by using Poisson model for finding the route among more than 500 nodes. Data can be compressed before encoding then the battery consumption will be reduced in neighboring nodes. Find missing VP (video packets) based on optimal path algorithm, without using Sequence tracking. In the level of module constraints divide into maximum level of frames in data forwarding. In this algorithm, the adaptive routing algorithm phase has taken too much time to discover the neighbor’s cluster and identify the sink node. In future to reduce the time complexity of searching time and bonding time.

Plan to make high data consistency in the phase of deliver the data or video packets because selecting and in the ASARSC architecture provide automatically drop some video packets since it’s assumes those type of video packets are non-significant in future to monitor the video scheduling by introducing a buffer value for non-significant data and also planning those non-significant data are automatically stored in to the buffer value.
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